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Notice of Privacy Practices 

 

This Notice describes how protected health information about you may be used and 
disclosed and how you can get access to this information. Please review it carefully. 

 
 

What is the Notice of Privacy Practices? 
The Notice explains how we fulfill our commitment to respect the privacy and confidentiality of your 
protected health information. This Notice tells you about the ways we may use and share your protected 
health information, as well as the legal obligations we have regarding your protected health information. 
The Notice also tells you about your rights under federal and state laws. The Notice applies to all records 
held by ICP and programs listed at the end of this Notice, regardless of whether the record is written, 
computerized or in any other form. We are required by law to make sure that information that identifies 
you is kept private and to make this Notice available to you. In this Notice, when we use the term 
“protected health information” we are referring to individually identifiable information about you, which 
may include: 
􀁑 Information about your health condition (such as medical conditions and test results you may  have); 
􀁑 Information about health care services you have received or may receive in the future (such as a surgical 

procedure); 
􀁑 Information about your health care benefits under an insurance plan (such as whether a prescription is 

covered); 
􀁑 Geographic information (such as where you live or work) 
􀁑 Demographic information (such as your race, gender, ethnicity, or marital status); 
􀁑 Unique numbers that may identify you (such as your social security number,  your phone number, or 

your driver’s license); 
􀁑 Biometric identifiers (such as finger prints); and 
􀁑 Full-face photographs. 
 

Who Follows the Integrated Care Professionals Notice of Privacy Practices? 
This Notice describes the practices of ICP (collectively referred to as “we” or “us” in this Notice). The 
privacy practices described in this Notice will be followed by all health care professionals, employees, 
medical staff, trainees, students, volunteers and business associates of ICP specified at the end of this 
Notice. 
 

Overview 
For your convenience, what follows is a summary of the key provisions in our Notice. This summary is not a 
complete listing of how we use and disclose your protected health information. If you have any questions 
about any of the information contained in this summary, please read this full Notice of Privacy Practices or 
contact an ICP staff member for more information. 
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ICP may use and disclose your protected health information without your consent 
to: 
􀁑 Provide you with medical treatment and other services; 
􀁑 Carry out certain operations necessary to the operation of our facilities and programs, such as quality 

improvement studies, medical education and verifying the qualifications of doctors; 
􀁑 Coordinate your care, which may include such things as giving you appointment reminders and telling 

you about other treatment options available through ICP; 
􀁑 Talk to family or friends involved in your care, unless otherwise indicated by you; 
􀁑 Ensure that we follow the rules of regulatory agencies regarding the quality of care we provide; 
􀁑 Comply with all legal requirements, subpoenas, and court orders; 
􀁑 Engage in certain pre-approved research activities; 
􀁑 Request payment from you, your insurance company, or some other third-party payer; 
􀁑 Include information in our hospital directory, such as name and room number, for the benefit of visitors 

or members of the clergy; 
􀁑 Contact you for fundraising activities unless otherwise indicated by you; and 
􀁑 Meet special situations as described in this Notice such as public health and safety. 

 

You have a right to: 
􀁑 See and obtain a copy of your medical record in the format of your choosing, with certain restrictions; 
􀁑 Ask us to amend the protected health information we have about you, if you feel the information we 

have is wrong or incomplete; 
􀁑 Ask us to restrict or limit the protected health information we use and share about you; 
􀁑 Ask us to communicate with you about medical matters in a certain way or at a specific location; 
􀁑 Obtain a list of individuals or entities that have received your protected health information from ICP 

subject to limits permitted by law; 
􀁑 Be notified if your protected health information is improperly disclosed or accessed; 
􀁑 Obtain a paper copy of the Notice; and 
􀁑 Submit a complaint. 
 

How We May Use and Share your Protected Health Information with Others: 
The following categories describe different ways that we may use and disclose your protected health 
information. For each category of uses or disclosures, we will explain what we mean and try to give some 
examples. Not every use or disclosure will be listed. However, all of the ways we are permitted to use and 
disclose your information will fall within at least one of the following categories. 
 

For Treatment. We may use or disclose protected health information about you to provide, coordinate or 
manage your medical treatment or services. We may disclose protected health information about you to 
doctors, nurses, technicians, students or other ICP personnel involved in taking care of you. For example, a 
doctor treating you for a broken leg may need to know if you have diabetes because diabetes may slow the 
healing process. In addition, the doctor may need to tell the hospital’s food service if you have diabetes so 
that we can arrange for appropriate meals. We may share protected health information about you with 
non-ICP health providers, agencies or facilities in order to provide or coordinate the different things you 
need, such as prescriptions, lab work and X-rays. We also may disclose your protected health information 
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to people outside ICP who may be involved in your continuing medical treatment after you leave our care, 
such as other healthcare providers, home health agencies, and transport companies. 
 
 

For Payment. In order to receive payment for the services we provide to you, we may use and share your 
protected health information with your insurance company or a third party, such as Medicare and 
Medicaid. We may also share your protected health information with another doctor, facility or service 
provider, such as an ambulance company or subcontractor within our facilities, that has treated you or has 
provided services to you so that they can bill you, your insurance company or a third party. 
For example, in order for your insurance company to pay for your health-related services at ICP, we must 
submit a bill that identifies you, your diagnosis and the treatment we provided. We may also tell your 
health plan about a proposed treatment to determine whether your plan will cover the treatment. In 
addition, insurance companies and other third parties may require that we provide your social security 
number for verification and payment purposes. 
 

For Healthcare Operations. We may use your protected health information to support our business 
activities and improve the quality of care. For example, we may use your protected health information to 
review the treatment and services that we gave you and to see how well our staff cared for you. We may 
share your information with our students, trainees and staff for review and learning purposes. Your 
protected health information may also be used or disclosed for accreditation purposes, to handle patients’ 
grievances or lawsuits, and for health care contracting relating to our operations. 
  

Business Associates. We may share your protected health information with a “business associate” that 
we hire to help us, such as a billing or computer company, or transcription service. Business associates will 
have assured us in writing that they will safeguard your protected health information as required by law. 
 

Treatment Options and Other Health-Related Benefits and Services. We may use your information 
to contact you about treatment options and other health-related benefits and services provided by ICP that 
may be of interest to you. This may include information about our staff or about health-related products 
and services offered by ICP that we think might be beneficial for you. However, we will not use your 
information to engage in marketing activities (other than face-to-face communications) without your 
written authorization. We also will never sell your protected health information to third parties without 
your written authorization to do so. However, we may receive payment to disclose your protected health 
information for certain limited purposes permitted by law, such as public health reporting, treatment or 
research. 
 

Individuals Involved in Your Care or Payment for Your Care. Unless you say no, we may release 
protected health information to people such as family members, relatives, or close personal friends who 
are helping to care for you or helping to pay your medical bills. Additionally, we may disclose information to 
a patient representative. If a person has the authority under the law to make health care decisions for you, 
we will treat that patient representative the same way we would treat you with respect to your protected 
health information. Parents and legal guardians are generally patient representatives for minors unless the 
minors are permitted by law to act on their own behalf and make their own medical decisions in certain 
circumstances. If you do not want protected health information about you released to those involved in 
your care, please notify us. 
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Research. ICP conducts research to advance science both to prevent disease and to cure patients. All 
research projects conducted by ICP must be approved through a special review process to protect patient 
safety, welfare and confidentiality. Your protected health information may be important to research efforts 
and may be used for research purposes in accordance with state and federal law. 
 
Researchers may contact you regarding your interest in participating in certain research studies after 
receiving your authorization (permission) or approval of the contact from a special review board called an 
Institutional Review Board (IRB). An IRB is a special committee that protects the rights and welfare of 
people who participate in research studies. Enrollment in most studies may occur only after you have been 
informed about the study, had an opportunity to ask questions and indicated your willingness to participate 
by signing an authorization or consent form that has been reviewed and approved by an IRB. In some 
instances, federal law allows us to use your protected health information for research without your 
authorization, provided we get approval from an IRB or other special review board. These studies will not 
affect your treatment or welfare, and your protected health information will continue to be protected. For 
example, a research study may involve a chart review to compare the outcomes of patients who received 
different types of treatment. Federal law also allows researchers to look at your protected health 
information when preparing future research studies, so long as any information identifying you does not 
leave a ICP. If you have any questions about how your medical record information could be used in a 
research protocol, please call the ICP Health System Office for Human Research Protections at (501) 791-
0198. As Required By Law. We will share your protected health information when federal, state, or local 
law requires us to do so. 
 

Special Situations. Legal Proceedings, Lawsuits, and Other Legal Actions. We may share your protected 

health information with courts, attorneys and court employees when we get a court order, subpoena, 
discovery request, warrant, summons or other lawful instructions from those courts or public bodies, and 
in the course of certain other lawful, judicial or administrative proceedings, or to defend ourselves against a 
lawsuit brought against us. 
Law Enforcement. If asked to do so by law enforcement, and as authorized or required by law, we may 
release protected health information: 
􀁑 To identify or locate a suspect, fugitive, material witness or missing person; 
􀁑 About a suspected victim of a crime if, under certain limited circumstances, we are unable to obtain the 

person’s agreement; 
􀁑 About a death suspected to be the result of criminal conduct; and 
􀁑 About criminal conduct at a particular nursing home facility. 
 
To Avert a Serious Threat to Health or Safety. We may use and disclose your protected health information 
when necessary to prevent or lessen a serious threat to your health and safety or the health and safety of 
the public or another person. Any disclosure would be to help stop or reduce the threat. 
Public Health Risks. As required by law, we may disclose your protected health information to public health 
authorities for purposes related to: preventing or controlling disease, injuries or disability; reporting vital 
events, such as births and deaths; reporting child abuse or neglect; reporting domestic violence; reporting 
reactions to medications or problems with products; notifying people of recalls, repairs or replacements of 
products they may be using; notifying a person who may have been exposed to a disease or may be at risk 
for contracting or spreading a disease; and reporting to your employer findings concerning work related 
illness or injury so that your workplace may be monitored for safety. 
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Worker’s Compensation. We may share your protected health information for Worker’s 

Compensation or similar programs that provide benefits for work-related injuries or illness. 
 
 

 
Specialized Government Functions. If you are a member of the armed forces (of either the United 

States or of a foreign government), we may share your protected health information with military 
authorities so they may carry out their duties under the law. We may also disclose your protected health 
information if it relates to national security and intelligence activities, or to providing protective services for 
the President or for other important officials, such as foreign heads of state. 
 

Health Oversight Activities. We may disclose your protected health information to local, state or 

federal governmental authorities responsible for the oversight of medical matters as authorized by law. 
This includes licensing, auditing, and accrediting agencies and agencies that administer public health 
programs such as Medicare and Medicaid. 
 

Coroners, Medical Examiners and Funeral Directors. We may release your protected health 

information to a coroner or medical examiner as necessary to identify a deceased person or to determine 
the cause of death. We also may release protected health information to funeral directors so they can carry 
out their duties. 
 

Organ, Eye and Tissue Donation. If you are an organ donor, we may release your protected health 

information to organizations that obtain organs or handle organ, eye or tissue transplantation. We also 
may release your information to an organ donation bank as necessary to facilitate organ, eye or tissue 
donation and transplantation. 
 

Incidental Disclosures. While we will take reasonable steps to safeguard the privacy of your protected 

health information, certain disclosures of your information may occur during or as an unavoidable result of 
our otherwise permissible uses or disclosures of your information. For example, during the course of a 
treatment session, other patients in the treatment area may see or overhear discussion of your 
information. These “incidental disclosures” are permissible. 
 

Uses and Disclosures Requiring Your Written Authorization 
 

Uses and Disclosures Not Covered in This Notice. Other uses and disclosures of your protected 

health information not described above in this Notice or permitted by law will be made only with your 
written authorization. In addition, we will obtain your authorization for most uses and disclosures of 
sychotherapy notes. When consent for disclosure is required by law, your consent will be obtained prior to 
such disclosure. If you give us authorization to use or share protected health information about you, you 
may revoke that authorization in writing at any time. Please understand that we are unable to retract any 
disclosures already made with your authorization.  
 

Your Rights Concerning Your Protected Health Information.  Right to Ask to See and Obtain a 

Copy. You have the right to ask to see and copy the protected health information we used to make 
decisions about your care. This includes medical and billing records, but does not include psychotherapy 
notes. If the record is maintained electronically by ICP, you have the right to obtain an electronic copy of 
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the record. Your request must be in writing and must be given to the Health Information Management 
Correspondence Unit. We may charge you a reasonable fee for the costs of copying, mailing, or other 
expenses associated with complying with your request. We may deny access under certain, limited 
circumstances. If we deny your request, we may provide you a written summary of your record or we may 
provide you with limited portions of your record. If we deny your request, in part or in its entirety, you may 
request that the denial be reviewed. A description of the process to have a denial reviewed, as well as 
information on how to file a complaint with the Secretary of the U.S. Department of Health and Human 
Services, will be included in the correspondence informing you of our decision to deny your request. 
 
Right to Ask for an Amendment or Addendum. If you feel that the protected health information that we 
have about you is incorrect or incomplete, you may ask us to amend the information. You have a right to 
request an amendment as long as the information is kept by or for ICP. You are required to submit this 
request in writing by completing a “Request for Amendment to Health Information” form. We may deny 
your request if it is not in writing or does not include a reason to support the request. In addition, we may 
deny your request if you ask us to amend information that: 
􀁑 Was not created by us, unless the person or entity that created the information is no longer available to 

make the amendment; 
􀁑 Is not part of the protected health information kept by or for ICP; 
􀁑 Is not part of the information you would be permitted to see and copy; or 
􀁑 Is determined by us to be accurate and complete. 
If we deny your request, we will give you a written explanation of why we did not make the amendment. 
You will have the opportunity to have certain information related to your request included in your medical 
records, such as your disagreement with our decision. We will also provide you with information on how to 
file a complaint with ICP or with the U.S. Department of Health and Human Services. 
 

Right to Ask for an Accounting of Disclosures. You have the right to ask us for a listing of those 

individuals or entities who have received your protected health information from ICP in the six years prior 
to your request. This listing will not cover disclosures made: 
􀁑 To you or your personal representative; 
􀁑 To provide or arrange for your care; 
􀁑 To carry out treatment, payment or healthcare operations; 
􀁑 Incident to a permitted use or disclosure; 
􀁑 To parties you authorize to receive your protected health information; 
􀁑 To those who request your information through the hospital directory; 
􀁑 To your family members, relatives, or friends who are involved in your care; 
􀁑 For national security or intelligence services; 
􀁑 To correctional institutions or law enforcement officials; and 
􀁑 As part of a “limited data set” for research purposes. 
 
You must submit your request in writing to:  Office of Corporate Compliance, 200 River Market Avenue, 
Suite 300, Little Rock, AR 72201. Your request must state the time period for the requested disclosures. The 
first list requested within a 12-month period will be free. We may charge you for responding to any 
additional requests in that same period.  
 

Right to Request Restrictions. You have the right to ask us to restrict or limit the protected health 

information we use or disclose about you for treatment, payment or healthcare operations. In most cases, 
we must consider your request, but we are not required to agree to it. However, we must agree to limit 
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disclosures made to your health insurer or other third-party payer about services we provided to you, if, 
prior to receiving the medical services, you pay for the services in full, unless the disclosure of that 
information is required by law. If multiple medical services are provided to you at one time by ICP, you will 
have to pay for all of the services in order to restrict the disclosure of any one of them to your health 
insurance. If you require follow-up care related to the undisclosed service and you decide you do not want 
to pay for that follow-up care at the time it is provided to you, it may be necessary for us to tell your health 
insurer about the previously undisclosed service. This will be done only to the extent necessary to receive 
payment for subsequent medical treatment. To restrict information provided to your health insurer or to 
another third party payer, you must notify a ICP staff member at the time of registration and fill out a form 
indicating this preference. You also have the right to request a limit on the protected health information we 
disclose about you to someone who is involved in your care or the payment of your care, such as a family 
member or a friend. For example, you could ask that we not disclose information to a family member about 
a surgery you had. Your request for any restriction must be made in writing and given to: Office of 
Corporate Compliance, 200 River Market Avenue, Suite 300, Little Rock, AR 72201. 
 

Right to Request Confidential Communications. You have the right to request that we 

communicate with you about medical matters in a certain way or at a certain location. For example, you 
can ask that we contact you only at home or only by mail. If you want us to communicate with you in a 
special way, you will need to give us details about how to contact you, including a valid alternate address. 
You will also need to give us information about where your bills may be sent. Your request must be made in 
writing by filling out a North Shore-LIJ form requesting confidential communications. As indicated on the 
form, this request must be sent to the Office of Corporate Compliance at 200 River Market Avenue, Suite 
300, Little Rock, AR 72201. You do not need to provide a reason for your request. We will comply with all 
reasonable requests. However, if we are unable to contact you using the requested means or locations, we 
may contact you using whatever information we have. 
 

Right to Receive Notice of a Breach. You have a right to be notified in the event of a breach of the 

privacy of your unsecured protected health information by ICP or its business associates. You will be 
notified as soon as reasonably possible, but no later than 60 days following our discovery of the breach. 
The notice will provide you with the date we discovered the breach, a brief description of the type of 
information that was involved, and the steps we are taking to investigate and mitigate the situation, as well 
as contact information for you to ask questions and obtain additional information. 
 

Right to a Paper Copy of this Notice. Upon request, you may at any time obtain a paper copy of this 

Notice, even if you previously agreed to receive this Notice electronically. To request a copy, please contact 
the Office of Corporate Compliance at (501) 492-0099 ext 2312 or ask the registrar/receptionist for one at 
the time of your next visit. 
How to File a Privacy Complaint. If you believe that your privacy rights have not been followed as directed 
by federal regulations and state law or as explained in this Notice, you may file a written complaint with us. 
Please submit your complaint to:  Office of Corporate Compliance, 200 River Market Avenue, Suite 300, 
Little Rock, AR 72201. 
 

You will not be retaliated against or denied any health services if you file a complaint. If 
you are not satisfied with our response to your privacy complaint or you otherwise wish to file a complaint, 
you may also file a complaint with the Secretary of the U.S. Department of Health and Human Services. The 
complaint must be in writing, it must describe the subject matter of the complaint and the individuals or 
organization that you believe violated your privacy and it must be filed within 180 days of when you knew 
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or should have known that the violation occurred. The complaint should then be sent to: Office of 
Corporate Compliance, 200 River Market Avenue, Suite 300, Little Rock, AR 72201. 
 
 
 

Future Changes to ICP’s Privacy Practices and this Notice 
We reserve the right to change this Notice and the privacy practices of the organizations covered by this 
Notice without first notifying you. We reserve the right to make the revised or changed Notice effective for 
protected health information we already have about you as well as any information we receive in the 
future. Copies of the current Notice will be available by contacting ICPs Office of Corporate Compliance at 
(501) 492-0099 ext 2312, or ask the registrar/receptionist for one at the time of your next visit. 
The current Notice will also be posted to the ICP web site. At any time you may request a copy of the 
Notice currently in effect. 
 
Organizations that will follow this Notice include all ICP’s health care providers providing health care to the 
public at all of their delivery sites, including, but not limited to: all nursing home facilities. 

 
 


